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5.2 5.02

5-6
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192.168.1.1 192.168.2.1

B D
| 192.168.4.2 192.1683.1

192.168.4.0——
~
192. |6e.3.\o]/—l—
192.168:4.1
, 192.168.3.2
192.168.5.1

A

C
192.168.5.2

I ]
5% 16850

vV

5-6

A

hostname routera
I
interface ethernet 0

ip address 192.168.4.1 255.255.255.0
]

interface ethernet 1
ip address 192.168.5.1 255.255.255.0
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ip route 192.168.1.0 255.255.255.0 192.168.4.2
ip route 192.168.2.0 255.255.255.0 192.168.5.2
ip route 192.168.3.0 255.255.255.0 192.168.5.2

B

hostname routerb
I
interface ethernet 0
ip address 192.168.1.1 255.255.255.0
!
interface ethernet 1
ip address 192.168.4.2 255,255.255.0
1]
ip route 192.168.2.0 255.255.255.0 192.168.4.1
ip route 192.168.3.0 255.255.255.0 192.168.4.1
ip route 192.168.5.0 255.255.255.0 192.168.4.1

C

hostname routerc
!
interface ethernet 0
ip address 192.168.3.2 255.255.255.0
]
interface ethernet 1
ip address 192.168.5.2 255.255.255.0
! .
ip route 192.168.1.0 255.255.255.0 192.168.5.1
ip route 192.168.2.0 255.255.255.0 192.168.3.1
ip route 192.168.4.0 255.255.255.0 192.168.5.1

D

Hostname routerd
t
interface ethernet 0
ip address 192.168.2.1 255.255.255.0

interface ethernet 1

ip address 192.168.3.1 255.255.255.0
!

ip route 192.168.1.0 255.255.255.0 192.168.3.2
ip route 192.168.4.0 255.255.255.0.192.168.3.2
ip route 192.168.5.0 255.255.255.0 192.168.3.2

IPROUTE

NO IP ROUTE



116 com me&%

(RIP IGRP EIGRP OSPF)

( )

5-7 192.168.1.0,192.168.3.0, 192.168.4.0 192.168.5.0
Internet 202.12.37.0
Internet
Internet
Internet 5-7
192.168.1.0, 192.168.3.0, 192.168.4.0, 192.168.5.0
202.12.37.0 D Internet
202.12.37.67
—DI‘?.IIG»S.Iﬁ——
202.12.37.67
192.168.1.1

B

D
‘ N\ / 192.168.4.2 192.168.3.1
192.168.4 0———
192.1 68.3&?—

192.168.4.1

192.168.3.2

A 192.1685.1

C
192.168.5.2




5 e 117

(AS)

RIP OSPF

—— Pamela Forsyth, CCIE, CCSI, CNX

5.3 5.03



118 com

CMM%M&

5-8 B C B 192.168.2.2
C 192.168.3.1
(smart router)
Gerald 3 4 A B C
Gerald Internet Internet
A B C C
D Internet  Gerald D B
D C A
Internet B
D
Internet

—DI92.I|68. I.ﬁ——

192.168.1.1

B

‘\ I/ 192.1682.2
192.168.2.0——

192.168.3.2

192.1 68.4.\0-,/—I—

192.168.4.1

Cc
192.168.3.1

l%. | |68.3.C

5-8



a*pUbecom . 119

ip default-network {network-number }
5-8 B
ip default-network 192.168.4.0
192.168.1.0 192.168.4.0

192.168.4.0
CCNA
54 5.04
54.1
Bellman-Ford
. «C )
2 5-9
“ N ¢
‘ ")
. ( )
2
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5-10 B C 192.168.1.0
A
B 192.168.1.0 CcC 2
16 B 192.168.1.0 A 16
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A
2) C D 192.168.1.0 3
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3) D 2
4) B 192.168.1.0 A
D C

5) C A D
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5.4.3
I nternet AS
Internet Internet
Internet
Internet
AS
(IGP)
(EGP)
5-12
5-12 IGP EGP
55 505 RIP
(RIP) ( ) TCP/IP

RIP 1 2 2
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RIP Xerox PARC (PUP) 1980 XNX(Xerox
) 1982  BSD(Berkeley YUNIX RIP RIP
1988 RFC1058 RIP Novell
IPX RIP
RIP 16
3
5-13 D C 56 Kbps
A B 192.168.1.0
RIP
RIP 2
_% '
192.168.1.0
h..l 192.168.2.2 192.168.2.1
- ™=
B 56 Kbps D
192.168.3.1
'~4W 192.168.4.2 |
|mep\h,C|_
192.1684.1 192.168.3.2
iﬂ
c
192. I685 I | 192.168.5.2
IOMbps
5-13 RIP
. (VLSM)
RIP 3 RIP
Router rip
Network 192.168.1.0
Network 192.168.2.0
Network 192.168.3.0
RIP 3
RIP RIP 2 RIP

RIP
neighbor 192.168.2.4
NEIGHBOR{IP }
RIP
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OFFSET-LISt{
Hinlout}{ }
RIP 30 RIP
TIMERS BASIC
{ updatelinvalid|holddown|flush}

» Update
e Invalid
* Holddown
* Flush
RIP VERSION 1/2 RIP 1
2 2 VERSION RIP
IPRIP SEND VERSION 1/2 |P RIP RECEIVE VER-
SION 1/2
RIP 2 RIP
IP RIP
AUTHENTICATION KEY-CHAIN({ } MD5
IPRIP AUTHENTICATION MODE{text\MD5}
RIP 2 NO AUT O-SUMMARY
RIP
NO VALIDATEUPDATE-SOURCE
RIP
IP SPLIT-HORIZON NO IP SPLIT-
HORIZON
RIP
8-50 OUTPUT-DELAY/{ }

Router rip

Network 192.168.1.0
Network 192.168.2.0
Network 192.168.3.0
|

neighbor 192.168.2.4

!
offset-1list ethernet 0 in 2
!
timers basic update 60
!
version 2
!
ip rip authentication key-chain chainl
ip rip authentication mode mdS
|
no auto-summary
!
no validate-update-source
!
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127

output-delay 40

interface ethernet 0
ip address 192.168.2.1 255.255.255.0

1

ip split-horizon

5.6 5.06 IGRP

IGRP Cisco
IGRP

5-14

5-14

IGRP

Internet
IGRP 90 3

IGRP

IGRP

Cisco 20
IGRP RIP

IGRP

80

Internet
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IGRP
RIP IGRP
IGRP IGRP ROUTER IGRP{
} NETWORK({ } IGRP IGRP
IGRP
IGRP IGRP RIP
OFFSET-LIST{ / Hinlout}{ }
RIP IGRP IGRP
NEIGHBOR{IP }
IGRP 4
( )
1
VARIANC{ }
TRAFFIC-SHARE({ balancecl|min}
RIP IGRP
» Update
* Invalid
* Holddown
* Flush
TIMERS BASIC{ update|invalid|holddown|flush} { # }
NO METRIC HOLDDOWN IGRP
IGRP 255 100
METRIC MAXIMUM-HOPS{ }
IP NO VALIDATE-UPDATE-
SOURCE
SMDS IP

SPLIT-HORIZON NO IP SPLIT-HORIZON

Router igrp 1
Network 192.168.1.0

offset-list ethernet 0 out 8
I

neighbor 192.168.8.11
!

variance 3

!

traffic-share balanced
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timers basic flush 60
1

no metric holddown

|

metric maximum-hops 60

I

no validate-update-source
1

interface ethernet 0

ip address 192.168.1.8

no ip split-horizon

)

EIGRP

IGRP
(DUAL) DUAL

EIGRP
» EIGRP IGRP

EIGRP EIGRP IGRP
. 224

CPU

EIGRP
EIGRP
DUAL DUAL

EIGRP OSPF
AS

router eigrp 1
network 192.168.1.0
network 192.168.2.0
network 192.168.3.0

5.7 5.07 OSPF

OSPF TCP/IP
OSPF

EIGRP

AS

IGRP

IGRP

EIGRP

()

OSPF

EIGRP
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OSPF
192.168.1.0
192.168.254.0 255.255.0.0 192.168.0.0 B
IP 254 C
OSPF (
(ASBR) OSPF IGP EGP
. 0
. ( )
» OSPF
Cisco OSPF 2 RFC1583
 Stub
. IP
. MD5
OSPF
¢ RFC 1587 NSSA(Not So Stubby Areas)
e« RFC1793 OSPF
OSPF OSPF
( 0.0.0.0 0 ) OSPF OSPF
ROUTER OSPF{ } NETWORK({
H  }AREA{ }
OSPF OSPF IP OSPF COST{ }
IP OSPF RETRANSMIT-INTERVAL({ }
IP OSPF TRANSMIT-DELAY{ }
OSPF IP OSPF PRIORIRTY{ }
IP OSPF -INTERVL{ }
IP OSPF DEAD-
INTERVAL{ } OSPF IP
OSPF AUTHENTICATION-KEY{ OSPF MD5 IP OSPF MESAGE-

DIGEST-KEY{ }MD5{
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router ospf 1
network

network

!
ip
ip
ip
ip
ip
ip

5.8

ospf
ospf
ospf
ospf
ospf
ospf

192.168.1.0 0.0.0.255 area 1
0.0.0.0 255.255.255.255 area 0

cost 10
retransmit-interval 40
transmit-delay 20
priority 4
hello-interval 90
dead-interval 90

224 IGRP Cisco

(
2
CPU
LSA
LSA
2 2 RIP
16 30
RIP
EIGRP IGRP
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* EIGRP IGRP

» OSPF TCP/IP OSPF

5.10

1

1) Company A has recently merged with Company B, which exists in the same building and
is physically close enough for all the computers to belong on the same network segment.
Company A uses an ATM backbone and Fast Ethernet for all nodes. Company B has a Token Ring
environment on shielded twisted-pair wiring. Why will Company A and Company B select a
router for their newly merged network ( A B

A ATM
Ethernet B A B
)

A. Network segment size has reached the maximum

B. Network addresses are not sufficient for a merged network

C. Traffic must be segmented to prevent an expected bandwidth overload

D. A router is the usual way to connect dissimilar network types

2) What are the two basic mechanisms that make up a routing protocol (

)

A. Route selection

B. Flooding

C. Autonomous Systems

D. Data Transmission

3) What is arouting table used for ( )

A. Itisthe physical support for the router to sit on

B. It contains alist of all the timers used to prevent routing loops

C. It is used to select the best route

D. It manages the periodic update algorithm

4) What types of information can be found in different types of routing protocol routing
tables ( ) (select 3)

A. The destination network associated with the next hop

B. The destination network associated with the cost metric

C. The destination network associated with the subnet mask

D. The destination network associated with the next path or interface to use

5) What is a routing update used for ( )

A. Routing updates notify neighboring routers with a
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B. Routing updates redistribute routes learned from other routing protocols
C. Routing updates maintain the routing table
D. Routing updates increase the network addresses available by changing the subnet masks
6) When a node on one network sends a packet to a node on another segment that is three
hops away, what addresses are included in the initial addressing of that packet (select 2) (
3

A. The network address of the router

B. The MAC layer address of the router

C. The network address of the destination node

D. The MAC layer address of the destination node

7) What are three objectives for a routing protocol ( 3 )
A. Accuracy

B. Quick holddowns

C. Rapid Convergence

D. Low overhead

8) Define convergence ( )
A. Convergence is the updates that are triggered by network changes
B. Convergence is the process of sending packets

C. Convergence is two routers merging their routing tables into one

D. Convergence is the synchronizing of all routing tables on the internetwork, or simply the
synchronization of a single route change across all routers.

9) Why are dynamic routing protocols considered dynamic (

)

A. Because each route is dynamically selected for each packet with a destination network not
attached to the router

B. Because new routes are dynamically recomputed whenever there is a change in the
internetwork topology

C. Because convergence happens faster

D. Because all the routes remain the same no matter what changes happen on the network

10) What is a static route ( )

A. A static route is one that has been manually entered into the routing table and is not
updated by a routing protocol

B. A static route is one that is recomputed whenever a change is made on the internetwork

C. A static route is one that is redistributed when it has been learned by another routing
protocol

D. A static route is one that comes already configured in the router from the manufacturer

11) What type of network is best when using static routes (

)
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A. A large network with hundreds of routers and networks

B. A complex internetwork that changes often

C. An autonomous system with multiple connections to other autonomous systems

D. A small network with few routers and infrequent changes

12) What is an autonomous system ( )

A.Anarea

B. A domain

C. A contiguous set of routers defined within a larger internetwork, that do not share routing
information with the external internetwork

D. All of the above

E. None of the above

13) What is a default route ( )

A. A type of static route

B. A destination for any nonroutable packet

C. Gateway of last resort

D. All of the above

E. None of the above

14) What type of information does a distance vector router build its routing table with (

)

A. packets

B. Second-hand information

C. LSPs

D. First-hand information

15) What is the count to infinity problem ( )

A. A routing loop that results from the way distance vector protocols use second-hand
information

B. The inability of routersto process more than 16 hops

C. The excessive CPU overhead presented by distance vector algorithms

D. The result of using both RIP and |GRP on the same internetwork

16) What is poison reverse ( )

A. A change to the default update period timer

B. A routing loop that occurs when using second-hand information to update route tables

C. A router virus

D. A version of split-horizon that sends back a “ route unreachable” update to the router
that the route was learned from, in order to avoid routing loops

17) What isRIP ( RIP)

A. RIPis an older distance vector Interior Gateway Protocol with a 30-second update timer
and . maximum of 15 hops (where “ infinity” is 16 hops)

B. RIP isanew link-state protocol created by Cisco
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C. RIP isaproprietary protocol created by Cisco that has two versions; only version 2 is
used currently

D. RIP is a distance vector Interior Gateway Protocol with a 224 maximum network diameter
(maximum 224 hops)

18) What is IGRP ( IGRP)

A. IGRP is an older distance vector Interior Gateway Protocol with a 30-second update timer
and a maximum of 15 hops (where "infinity" is 16 hops)

B. IGRP is anew link-state protocol created by Cisco

C. IGRP is aproprietary protocol created by Cisco that has two versions; only version 2 is
used currently

D. IGRP is adistance vector and Interior Gateway Protocol with a 224 maximum network
diameter (maximum 224 hops)

19) What is the purpose of aflash update in IGRP (IGRP )

A. A flash update is a standard 90-second update

B. After three flash updates, a route is considered unreachable

C. A flash update is sent immediately upon a change in the network topology, in order to
speed convergence

D. After seven flash updates, aroute is removed from the routing table

20) How can the administrator change how IGRP selects routes ( IGRP

)

A. The administrator can set update timers

B. The administrator can enable or disable split horizon

C. The administrator can set up load balancing across redundant routes

D. The administrator can adjust the metric weights used for determining the route selection

21) The way to get traffic from one segment of the network to another segment is (

)

A. Bridging

B. Routing

C. Switching

D. All of the above

22) Routing occurs at which layer ( )

A. Physical layer

B. Datalink layer

C. Network layer

D. Transport layer

23) In general, the bets route selected by arouter is one with (

)
A. Least cost
B. Shortest distance
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C. Lowest metric value
D. None of the above
24) A routing table typically includes which of the following (
)
A. Destination network address
B. The total number of networks
C. The number of nodes in each network
D. The total number of routersin a network
25) When a router receives a packet, it accepts or rejects a packet by examining what (
)
A. The MAC address of the source of the packet
B. The address of the source network/node number
C. The address of the destination network/node
D. The MAC address of the next router
26) Low overhead of arouting algorithm is normally associated with (
)
A. Optimal route
B. CPU usage
C. Accuracy
D. Convergence
27) Convergence is not an issue if ( )
A. Routers are added to the network
B. Some of the network interfaces are down
C. CPU/bandwidth usage of the routers changes
D. Aninvariant network topology is selected for the network architecture
28) An Internet Protocol (1P) router selects ( (1P) )
A. An entire path from source to destination
B. The next route step
C. The two adjacent routers to itself
D. All of the above.
29) IP ROUTE configuration command for a static route includes which of the following
parameters ( IPROUTE )
A. Subnetwork number of the destination network
B. Subnet mask of the source network
C. IP address of the interface of the router which the packet should use
D. MAC address of the next router on the path
30) Given the following portion of the network:
Network A - Router X - Router Y - Network B
Interface: Interface:  86.0.0.0
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X0 YO

35.3.34

and assuming a network mask of 255.0.0.0 for both A and B networks, Which one of the
following represents a correct command to configure Router X to send data from Network A to

Network B (
A X Y- B
86.0.0.0
X0 YO
35.3.34
A B 255.0.0.0 X A
B )

A. #lPROUTE 85.0.0.0 255.0.0.0 35.3.3.3
B. #ip route 86.0.0.0 255.0.0.0 35.3.3.4
C. #ip route 86.0.0.0 255.0.0.0 35.3.3.3
D. #ip route 85.0.0.0 255.0.0.0 35.3.3.4
31) A static routing table can be changed at any time without manual intervention (
)
A. True
B. False
32) In a hybrid solution of static and dynamic routing, the nonroutable packets are sent to (
)
A. The next router
B. The central router
C. The gateway of last resort
D. The source router where the packets originated
33) How is fault tolerance on a routing algorithm achieved ( )
A. By providing a central control router
B. By adistributed routing protocol
C. By load balancing of the traffic
D. All of the above
34) The configuration command IP DEFAULT for a default static router requires which of
the following parameters ( IPDEFAULT )
A. Network mask
B. Router interface number
C. Subnet ID
D. Network number
35) In adistance vector routing protocol, aging is set for (

)

A. Only the next available router
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B. All routing information

C. Only the unavailable routers

D. Only the routers in the lowest metric route

36) In a distance vector algorithm, the holddown interval for large or complex networks (

)

A. Cannot be used

B. Would need to have a much larger value

C. Isequal to negative reachability parameter

D. Would need to have a smaller value to reach convergence

37) What do link-state protocols use as a metric ( )

A. Hops

B. Cost

C. CPU usage

D. Network operational time

38) Flooding in link-state protocol means what ( )

A. A router sending all routing information to its neighbors

B. A router broadcasting all information to all routers in the network

C. The neighbors of a link-state router receiving a link-state packet, copying it, and then
forwarding it to the rest of the network

D. A router sending information about the routers that have changed

39) Which statement is true of Interior Gateway Protocols (

)

A. They apply to Internet domains

B. They apply to autonomous systems within the network

C. They apply to external networks

D. They allow systems in the Internet to manage areas in the network where IGP is
implemented

40) Exterior Gateway Protocols are known as ( )

A. Inter-domain

B. Areas

C. Domains

D. Intra-domain

41) Routing Information Protocol (RIP) can have maximum of ( (RIP)
)

A. 24 hops

B. 16 hops

C. 12 hops

D. 8 hops

42) How many commands are required to configure arouter for RIP ( RIP
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)
A. Four

B. Three

C. Two

D. One

43) RIP authentication command can be used with which version of RIP (RIP RIP

)

A. RIPversion 1

B. RIP version 2

C. RIP version 1 and RIP version 2

D. None of the above

44) In the Interior Gateway Routing Protocol, aroute is removed from the routing table after
( )

A. Three update periods

B. 60 seconds

C. Five update periods

D. Seven update periods

E. 90 seconds

45) Which of the following is used to calculate metric in Interior Gateway Routing Protocol
( )

A. Internetwork delay

B. Bandwidth

C. Load

D. Reliability

E. All of the above

46) What is the maximum allowable number of hops in Enhanced Interior Routing Gateway
Protocol ? ( )

A. 64

B. 224

C. 128

D. 232

E. 256

47) Enhanced Interior Routing Gateway Protocol uses which of the following (

)

A. Link-state vector

B. Diffusion Update Algorithm

C. Distance vector

D. A and B only

E. B and C only
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